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xxix

Icons Used in This Book

Command Syntax Conventions

The conventions used to present command syntax in this book are the same conventions
used in the Cisco IOS Command Reference. The Command Reference describes these
conventions as follows:

■ Boldface indicates commands and keywords that are entered literally as shown. In
actual configuration examples and output (not general command syntax), boldface
indicates commands that are manually input by the user (such as a show command).

■ Italic indicates arguments for which you supply actual values.

■ Vertical bars (|) separate alternative, mutually exclusive elements.

■ Square brackets ([ ]) indicate an optional element.

■ Braces ({ }) indicate a required choice.

■ Braces within brackets ([{ }]) indicate a required choice within an optional element.
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Introduction

With the rapid adoption of Voice over IP (VoIP), many telephony and data network tech-
nicians, engineers, and designers are now working to become proficient in VoIP.
Professional certifications, such as the CCNP Voice certification, offer validation of an
employee’s or a consultant’s competency in specific technical areas.

This book mirrors the level of detail found in the Cisco CVOICE Version 8.0 course,
which many CCNP Voice candidates select as their first course in the CCNP Voice track.
Version 8.0 represents a significant update over the previous version, Version 6.0, of the
CVOICE course. Specifically, Version 8.0 integrates much of the content previously
found in the Implementing Cisco IOS Unified Communications (IIUC) 1.0 and
Implementing Cisco QoS (QOS) 2.3 courses. This content includes coverage of Cisco
Unified Communications Manager Express (CUCME) and quality of service topics.

A fundamental understanding of traditional telephony, however, would certainly benefit a
CVOICE student or a reader of this book. If you think you lack a fundamental under-
standing of traditional telephony, a recommended companion for this book is the Cisco
Press book Voice over IP First-Step (ISBN: 978-1-58720-156-1), which is also written
by this book’s author. Voice over IP First-Step is written in a conversational tone and
teaches concepts surrounding traditional telephony and how those concepts translate into
a VoIP environment.

Additional Study Resources

This book contains a CD with 14 supplemental video lab demonstrations. The video lab
titles are as follows:

■ Lab 1: DHCP Server Configuration

■ Lab 2: CUCME Auto Registration Configuration

■ Lab 3: ISDN PRI Configuration for an E1 Circuit

■ Lab 4: Configuring a PSTN Dial Plan

■ Lab 5: Configuring DID with Basic Digit Manipulation

■ Lab 6: H.323 Gateway and VoIP Dial Peer Configuration

■ Lab 7: Dial Peer Codec Selection

■ Lab 8: Voice Translation Rules and Voice Translation Profiles

■ Lab 9: MGCP Gateway Configuration

■ Lab 10: Configuring PSTN Failover

■ Lab 11: Class of Restriction (COR) Configuration 

■ Lab 12: Configuring a Gatekeeper

■ Lab 13: Configuring a Gateway to Register with a Gatekeeper

■ Lab 14: Configuring AutoQoS VoIP
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In addition to the 14 video labs, this book periodically identifies bonus videos (a total of
8 bonus videos), which can be viewed on the author’s web site (1ExamAMonth.com).
These bonus videos review basic telephony theory (not addressed in the course). This
telephony review discusses analog and digital port theory and configuration. Other fun-
damental concepts (that is, dial-peer configuration and digit manipulation) are also
addressed. Finally, these bonus videos cover three of the most challenging QoS concepts
encountered by students.

With the combination of the 14 video labs on the accompanying CD and the 8 bonus
online videos, you have 22 videos to help clarify and expand on the concepts presented
in the book.

Goals and Methods

The primary objective of this book is to help the reader pass the 642-437 CVOICE exam,
which is a required exam for the CCNP Voice certification.

One key methodology used in this book is to help you discover the exam topics that you
need to review in more depth, to help you fully understand and remember those details,
and to help you prove to yourself that you have retained your knowledge of those topics.
This book does not try to help you pass by memorization, but helps you truly learn and
understand the topics by using the following methods:

■ Helping you discover which test topics you have not mastered

■ Providing explanations and information to fill in your knowledge gaps, including
detailed illustrations and topologies as well as sample configurations

■ Providing exam practice questions to confirm your understanding of core concepts

Who Should Read This Book?

This book is primarily targeted toward candidates of the CVOICE exam. However,
because CVOICE is one of the Cisco foundational VoIP courses, this book also serves as
a VoIP primer to noncertification readers.

Many Cisco resellers actively encourage their employees to attain Cisco certifications,
and seek new employees who already possess Cisco certifications, to obtain deeper
discounts when purchasing Cisco products. Additionally, having attained a certification
communicates to your employer or customer that you are serious about your craft and
have not simply “hung out a shingle” declaring yourself knowledgeable about VoIP.
Rather, you have proven your competency through a rigorous series of exams.

How This Book Is Organized

Although the chapters in this book could be read sequentially, the organization allows
you to focus your reading on specific topics of interest. For example, if you already
possess a strong VoIP background but want to learn more about Cisco Unified
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Communications Manager Express, you can jump right to Chapter 3. Alternately, if you
are interested in quality of service (QoS), and not necessarily for VoIP purposes, you can
read about basic QoS theory in Chapter 7 and see how to configure various QoS mecha-
nisms in Chapter 8. Specifically, the chapters in this book cover the following topics:

■ Chapter 1, “Introducing Voice Gateways”: This chapter describes the characteristics and
historical evolution of unified communications networks, the three operational modes of
gateways, their functions, and the related call leg types. Also, this chapter explains how
gateways route calls and which configuration elements relate to incoming and outgoing
call legs. Additionally, Chapter 1 describes how to connect a gateway to traditional voice
circuits using analog and digital interfaces. Finally, DSPs and codecs are addressed.

■ Chapter 2, “Configuring Basic Voice over IP”: This chapter describes how VoIP sig-
naling and media transmission differs from traditional voice circuits, and explains
how voice is sent over IP networks, including analog-to-digital conversion, encoding,
and packetization. Characteristics of the gateway protocols H.323, SIP, and MGCP
are presented, along with special considerations for transmitting DTMF, fax, and
modem tones. Finally, this chapter introduces the concept of dial peers.

■ Chapter 3, “Supporting Cisco IP Phones with Cisco Unified Communications
Manager Express”: This chapter focuses on Cisco Unified Communications
Manager Express (CUCME). After a discussion of CUCME theory and components,
this chapter covers CUCME configuration.

■ Chapter 4, “Introducing Dial Plans”: This chapter describes the characteristics and
requirements of a numbering plan. Also, the components of a dial plan, and their
functions, are explained.

■ Chapter 5, “Implementing Dial Plans”: This chapter describes how to configure a
gateway for digit manipulation, how to configure a gateway to perform path selec-
tion, and how to configure calling privileges on a voice gateway.

■ Chapter 6, “Using Gatekeepers and Cisco Unified Border Elements”: This chapter
describes Cisco gatekeeper functionality, along with configuration instructions.
Additionally, this chapter addresses how a gatekeeper can be used to perform call
admission control (CAC). Also covered in Chapter 6 is Cisco Unified Border Element
(UBE) theory and configuration.

■ Chapter 7, “Introducing Quality of Service”: This chapter explains the functions,
goals, and implementation models of QoS, and what specific issues and requirements
exist in a converged Cisco Unified Communications network. Also addressed in this
chapter are the characteristics and QoS mechanisms of the DiffServ QoS model, as
contrasted with other QoS models.

■ Chapter 8, “Configuring QoS Mechanisms”: This chapter explains the operation
and configuration of various QoS mechanisms, including classification, marking,
queuing, congestion avoidance, policing, shaping, Link Fragmentation and
Interleaving (LFI), and header compression. Additionally, all variants of Cisco
AutoQoS are described, along with configuration guidance.

Appendix A, “Answers Appendix,” lists the answers to the end-of-chapter review questions.
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Chapter 4

Introducing Dial Plans

After reading this chapter, you should be able to perform the following tasks:

■ Describe the characteristics and requirements of a numbering plan.

■ Explain the components of a dial plan and their functions.

Dial plans are essential for any Cisco Unified Communications deployment. Whether you
are implementing single-site or multisite deployments, having a thorough understanding
of dial plans and the knowledge of how to implement them on Cisco IOS gateways is
essential for any engineer who designs and implements a Cisco Unified Communications
network. This chapter describes the characteristics of a dial plan and associated compo-
nents (for example, a numbering plan).

Numbering Plan Fundamentals

To integrate VoIP networks into existing voice networks, you should have the skills and
knowledge to implement call routing and design an appropriate numbering plan. A scala-
ble numbering plan establishes the baseline for a comprehensive, scalable, and logical
dial plan.

This section describes call-routing principles, discusses attributes of numbering plans for
voice networks, addresses the challenges of designing these plans, and identifies methods
of implementing numbering plans.

Introducing Numbering Plans

A numbering plan is a numbering scheme used in telecommunications to allocate tele-
phone number ranges to countries, regions, areas, and exchanges, and to nonfixed tele-
phone networks such as mobile phone networks. A numbering plan defines rules for
assigning numbers to a device.
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Types of numbering plans include the following:

■ Private numbering plans: Private numbering plans are used to address endpoints and
applications within private networks. Private numbering plans are not required to ad-
here to any specific format and can be created to accommodate the needs of a net-
work. Because most private telephone networks connect to the PSTN at some point
in a design, it is good practice to plan a private numbering plan to coincide with pub-
licly assigned number ranges. Number translation might be required when connecting
private voice networks to the PSTN.

■ Public or PSTN numbering plans: PSTN or public numbering plans are unique to the
country in which they are implemented. The most common PSTN numbering plans
are explained in this section.

Different regions of the globe have different numbering plans. However, all of these
national numbering plans must adhere to the international E.164 standard. As an example,
the E.164 standard stipulates than no phone number can be longer than 15 digits.

North American Numbering Plan

The North American Numbering Plan (NANP) is an integrated telephone numbering plan
that serves 19 North American countries that share its resources. Developed in 1947 and
first implemented in 1951 by AT&T, the NANP simplifies and facilitates the direct dialing
of long-distance calls. The countries that use the NANP include the United States and its
territories, Canada, Bermuda, Anguilla, Antigua and Barbuda, the Bahamas, Barbados,
the British Virgin Islands, the Cayman Islands, Dominica, the Dominican Republic,
Grenada, Jamaica, Montserrat, St. Kitts and Nevis, St. Lucia, St. Vincent and the
Grenadines, Trinidad and Tobago, and Turks and Caicos Islands.

NANP numbers are ten-digit numbers, usually formatted as NXX-NXX-XXXX, in which
N is any digit from 2 through 9 and X is any digit from 0 through 9. This structure is
depicted in Figure 4-1.

The first three digits of an NANP number (NXX) are called the Numbering Plan Area
(NPA) code, often called the area code. The second three digits (NXX) are called the cen-
tral office (CO) code, switched code, or prefix. The final four digits (XXXX) are called

Area Code

<2-9>XX-<2-9>XX-XXXX

Local Number:
      <2-9>XX = CO Code
      XXXX = Line Number

X = <0-9>

Figure 4-1 North American Numbering Plan
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the line number or station number. The North American Numbering Plan Administration
(NANPA) administers the NANP.

NANP Numbering Assignments

An area served by the NANP is divided into smaller areas, each identified by a three-digit
NPA code, or area code. There are 800 possible combinations of area codes with the
NXX format. However, some of these combinations are not available or have been
reserved for special purposes, as shown in Table 4-1.

Table 4-1 NANP Numbering Codes

Reserved Code Purpose

Easily Recognizable Codes (ERC) When the second and third digits of an area code are the
same, that code is called an ERC. These codes designate
special use, such as toll-free service (for example, 800,
866, 877, or 888).

Automatic Number Identification
(ANI) II digits

ANI II digits are two-digit pairs sent with an originating
telephone number as part of the signaling that takes place
during the setup phase of a call. These digits identify the
type of originating station.

Carrier Identification Codes (CIC) CICs are used to route and bill calls in the PSTN. CICs are
four-digit codes in the format XXXX, where X is any
digit from 0 through 9. There are separate CIC pools for
different feature groups, such as line-side and trunk-side
access.

International dialing You dial 011 before the country code and the specific
destination number to signal that you are placing an inter-
national call.

Long distance The first 1 dialed defines a toll call within the NANP.

In-state long-distance or local call A ten-digit number might be either a toll call within a
common region or, in many larger markets, a local call if
the area code is the same as the source.

Seven-digit number 
(<2–9>XX-XXXX)

A seven-digit number defines a local call. Some larger
areas use ten-digit numbers instead of seven-digit
numbers to define local calls. Notice that the first digit 
is in the range 2 through 9, while the remaining digits 
(as represented by X) can be any number in the range of 
0 through 9.
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Eight N11 codes, called service codes, are not used as area codes. These are three-digit
codes in the N11 format, as shown in Table 4-2.

Table 4-2 N11 Code Assignments

N11 Code Purpose

211 Community information and referral services (United States)

311 Nonemergency police and other governmental services (United States)

411 Local directory assistance

511 Traffic and transportation information (United States); reserved (Canada)

611 Repair service

711 Telecommunications relay services (TRS)

811 Business office

911 Emergency

In some U.S. states, N11 codes that are not assigned nationally can be assigned locally, if
the local assignments can be withdrawn promptly if a national assignment is made. There
are no industry guidelines for the assignment of N11 codes.

Additional NANP reserved area codes include the following:

■ 456-<2–9>XX-XXXX numbers: These codes identify carrier-specific services by
providing carrier identification within the dialed digits. The prefix following 456,
<2–9>XX, identifies the carrier. Use of these numbers enables the proper routing of
inbound international calls, destined for these services into, and between, NANP area
countries.

■ 555-01XX line numbers: These numbers are fictitious telephone numbers that can
be used, for example, in the film industry, for educational purposes, and for various
types of demonstrations. If anyone dials one of these numbers, it does not cause a
nuisance to any actual person.

■ 800-XXXX through 855-XXXX line numbers: These numbers are in the format
800-855- XXXX and provide access to PSTN services for deaf, hard-of-hearing, or
speech-impaired persons. Such services include Telecommunications Relay Service
(TRS) and message relay service.

■ 900-<2–9>XX-XXXX numbers: These codes are for premium services, with the
cost of each 900 call billed to the calling party. 900-<2–9>XX codes, each subsum-
ing a block of 10,000 numbers, are assigned to service providers who provide and
typically bill for premium services. These service providers, in turn, assign individual
numbers to their customers.
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European Telephony Numbering Space

The European Telephony Numbering Space (ETNS) is a European numbering space that is
parallel to the existing national numbering spaces and is used to provision pan-European
services. A pan-European service is an international service that can be invoked from at
least two European countries.

The European Telecommunications Office (ETO) Administrative Council supervises the
telecommunications work of the European Radiocommunications Office (ERO). This
supervision includes the establishment, detailing, and change of ETNS conventions and
the designation of European Service Identification (ESI) for new ETNS services.

The main objective of ETNS is to allow effective numbering for European international
services for which national numbers might not be adequate and global numbers might not
be available. The designation of a new European country code, 388, allows European
international companies, services, and individuals to obtain a single European number for
accessing their services.

Four ETNS services are now available: Public Service Application, Customer Service
Application, Corporate Networks, and Personal Numbering. An ESI code is designated
for each ETNS service. The one-digit code follows the European Country Code 388 and
European Service Code 3 (3883), as shown in Table 4-3.

Figure 4-2 shows the structure of a standard international number. The initial part that is
known as the ESI consists of the country code and group identification code that identi-
fies the ETNS (3883), followed by a European Service Code that identifies a particular
ETNS service. The European Subscriber Number is the number that is assigned to a cus-
tomer in the context of the specific service. The maximum length of a European
Subscriber Number is 15 digits; for example, 3883 X XXXXXXXXXX.

Table 4-3 ETNS Service and ESI Codes

ETNS Service ESI

Public Service Application 3883 1

Customer Service Application 3883 3

Corporate Networks 3883 5

Personal Numbering 3883 7

European Service Identification (ESI)

European
Service Code

European
Subscriber Number

Country Code/
Group ID Code

Figure 4-2 European Numbering Structure
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Fixed and Variable-Length Numbering Plan Comparison

A fixed numbering plan, such as found in North America, features fixed-length area
codes and local numbers. An open numbering plan, as found in countries that have not
yet standardized on numbering plans, features variance in the length of the area code or
the local number, or both.

A numbering plan can specify parameters such as the following:

■ Country code: A country code is used to reach the particular telephone system for
each country or special service.

■ Area code: An area code is typically used to route calls to a particular city, region,
or special service. Depending on the region, it might also be referred to as a
Numbering Plan Area, subscriber trunk dialing code, national destination code, or
routing code.

■ Subscriber number: A subscriber number represents the specific telephone number
to be dialed, but does not include the country code, area code (if applicable), inter-
national prefix, or trunk prefix.

■ Trunk prefix: A trunk prefix refers to the initial digits to be dialed in a domestic call,
prior to the area code and the subscriber number.

■ International prefix: An international prefix is the code dialed prior to an international
number (the country code, the area code if any, and then the subscriber number).

Table 4-4 contrasts the NANP and a variable-length numbering plan (Germany’s number-
ing plan in this example).

Table 4-4 Fixed and Variable-Length Numbering Plan Comparison

Components Fixed Numbering Plan Variable-Length Numbering

Plan

Example NANP Germany

Country code 1 49

Area code Three digits Two to four digits

Subscriber number Three-digit exchange code +
four-digit station code

Five to eight digits

Access code 9 (commonly used but not
required)

0

International prefix 011 00 or +
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International Public Telecommunication Number for Geographic Areas:

1 2 3 4 5 6 7 8 9 10 11 12 13 14 15

Country
Code

National Destination
Code (Optional)

Country Code
(cc) is 1–3 Digits

Subscriber

Length Not Defined Length Not Defined

National (Significant) Number
Maximum Digits: 15 – cc

Figure 4-3 E.164 Address Structure

E.164 Addressing

E.164, as illustrated in Figure 4-3, is an international numbering plan for public telephone
systems in which each assigned number contains a one-, two-, or three-digit country
code (CC) that is followed by a national destination code (NDC) and then by a subscriber
number (SN). An E.164 number can have as many as 15 digits. The ITU originally devel-
oped the E.164 plan.

In the E.164 plan, each address is unique worldwide. With as many as 15 digits possible
in a number, there are 100 trillion possible E.164 phone numbers. This makes it possible,
in theory, to direct-dial from any conventional phone set to any other conventional phone
set in the world by dialing no more than 15 single digits.

Most telephone numbers belong to the E.164 numbering plan, although this does not
include internal private automatic branch exchange (PABX) extensions.

The E.164 numbering plan for telephone numbers includes the following plans:

■ Country calling codes

■ Regional numbering plans, such as the following:

■ ETNS

■ NANP

■ Various national numbering plans, such as the U.K. National Numbering Scheme
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Scalable Numbering Plans

Scalable telephony networks require well-designed, hierarchical telephone numbering
plans. A hierarchical design has these five advantages:

■ Simplified provisioning: Ability to easily add new numbers and modify existing
numbers

■ Simplified routing: Keeps local calls local and uses a specialized number key, such as
an area code, for long-distance calls

■ Summarization: Allows the grouping of numbers in number ranges

■ Scalability: Leaves space for future growth

■ Management: Control from a single management point

When designing a numbering plan, consider these four attributes to allow smooth
implementation:

■ Minimal impact on existing systems

■ Minimal impact on users of the system

■ Minimal translation configuration

■ Consideration of anticipated growth

Although a non-overlapping numbering plan is usually preferable to an overlapping num-
bering plan, both plans can be configured to be scalable.

Non-Overlapping Numbering Plan

A dial plan can be designed so that all extensions within the system are reached in a uni-
form way. That is, a fixed quantity of digits is used to reach a given extension from any
on-net origination point. Uniform dialing is desirable because of its simplicity. A user
does not have to remember different ways to dial a number when calling from various on-
net locations.

Figure 4-4 shows an example of a four-digit uniform dial plan, described here:

■ The 0xxx and 9xxx number ranges are excluded due to off-net access code use and
operator dialing. In such a system, where 9 and 0 are reserved codes, no other exten-
sions can start with 0 or 9.

■ Site A has been assigned the range 1xxx, allowing for as many as 1000 extensions.
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Site A

Location

Site B

Site C

Site D

1xxx

0xxx, 9xxx

Range

2xxx

4[0–4]xx

4[5–9]xx

Site A
1001-1999

User dials 1001 to
reach local endpoint.

User dials 2001 to
reach remote endpoint.

2001-2999

WAN

Site B

[6–8]xxx

Site A Extensions

Reserved

Description

Site B Extensions

Site C Extensions

Site D Extensions

Available for Future Needs

Figure 4-4 Non-Overlapping Numbering Plan

■ Site B has been assigned the range 2xxx, allowing for as many as 1000 extensions.

■ Sites C and D were each assigned 500 numbers from the 4xxx range.

■ The ranges 6xxx, 7xxx, and 8xxx are reserved for future use.

After a given quantity of digits has been selected, and the requisite ranges have been
excluded (for example, ranges beginning with 9 or 0), the remaining dialing space has to
be divided between all sites. Most systems require that two ranges be excluded, thus
leaving eight different possibilities for the leading digit of the dial range. The table in
Figure 4-4 is an example of the distribution of dialing space for a typical four-digit uni-
form dial plan.
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Scalable Non-Overlapping Numbering Plan Considerations

In a non-overlapping numbering plan, all extensions can be addressed using the same num-
ber of digits, making the call routing simple and making the network easily manageable.
The same number length is used to route the call to an internal user and a remote user.

The disadvantage of the non-overlapping numbering plan is that it is often impractical in
real life. It requires a centralized numbering approach and a careful design from the very
beginning.

Overlapping Numbering Plans

In Figure 4-5, Site A endpoints use directory numbers 1001 through 1099, 3000 through
3157, and 3365 through 3985. At Site B, 1001 through 1099 and 3158 through 3364 are
implemented. Site C uses ranges 1001 through 1099 and 3986 through 3999. There are
two issues with these directory numbers: 1001 through 1099 overlap. These directory
numbers exist at all three sites, so they are not unique throughout the complete deploy-
ment. In addition, the poor structure of splitting the range 3000 through 3999 requires
many entries in call-routing tables, because the ranges cannot be summarized by one or a
few entries.

1001–1099 1001–1099

Site A: Code 11 Site B: Code 12

3000–3157
3365–3985

3158–3364

WAN

PSTN

Site C: Code 13

1001-1099 3986-3999

Overlapping
Numbers

Poorly
Structured
Numbers

Figure 4-5 Overlapping and Poorly Structured Numbering Plan
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A sampling of ways to solve overlapping and poorly structured directory number prob-
lems includes the following:

■ Redesign the directory number ranges to ensure non-overlapping, well-structured di-
rectory numbers.

■ Use an intersite access code and a site code that will be prepended to a directory
number to create unique dialable numbers. For example, you could use an intersite
code of 8, assigning Site A the site code 81, Site B the site code 82, and Site C the
site code 83.

■ Do not assign direct inward dialing (DID) numbers. Instead, publish a single number,
and use a receptionist or auto-attendant.

Overlapping Numbering Plan Example

Figure 4-6 illustrates the most common solution to the overlap problem in numbering plans.

The principle of site-code dialing introduces an intersite prefix (8, in this example) and a
site code (1x, in this example) that must be prepended when dialing an internal extension
in another site. With this solution, a Site A user dials a four-digit number starting with 1
to reach a local extension, and enters a seven-digit number starting with 8 to reach an

Site A

Location

Site B

Site C

Site D

1xxx

1xxx

Range

1xxx

2xxx

11

Site Code

12

13

14

8

8

Intersite Prefix

8

8

Site A: Code 11
1001–1999

User dials 1001 to
reach local endpoint.

User dials 8-12-1001 to
reach remote endpoint.

1001-1999

WAN

Site B: Code 12

Figure 4-6 Overlapping Numbering Plan Example
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endpoint in a remote site. The intersite prefix and the site code that are used in this sce-
nario show sample values and can be set differently according to enterprise requirements.
For example, the intersite prefix is commonly set to 8 and the access code to 9 in an
NANP region, while the intersite prefix is typically 9 and the access code 0 in Europe.

Scalable Overlapping Numbering Plan Considerations

The site-code dialing solution of the overlap issue in numbering plans is useful in real life,
as it allows a decentralized approach to the numbering effort. Even various departments
within an organization can manage their own addressing space, and the site codes can
interconnect them into a manageable unified communications network. Site code dialing
does not require a careful design from the beginning and can be implemented as the
enterprise grows.

Internal extensions should not start with the intersite prefix (for example, 8), because
such entries could cause ambiguity in the dial plan. The intersite prefix notifies the call-
routing device that the call is destined for a remote location and therefore should not
overlap with any internal number.

Private and Public Numbering Plan Integration

Figure 4-7 illustrates an enterprise with four locations in the NANP region.

Site A

Location

Site B

Site C

Site D

9

Access Code

9

9

9

1xxx

1xxx

Range

1xxx

2xxx

11

Site Code

12

13

14

8

Intersite Prefix

8

8

8

300-555-3xxx

200-555-1xxx

PSTN DID Range

400-555-1234

500-555-22xx

Site A:
200-555-1xxx

1001–1999

User dials 1001 to
reach local endpoint.

User dials 9-600-555-6666
to reach a PSTN endpoint.

1001-1999

PSTN

Site B:
300-555-3xxx

Called party number
transformed to 1001.

600-555-6666

Figure 4-7 Private and Public Numbering Plan
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Site-code dialing has been designed to allow calls between the enterprise locations. Each site
has a trunk connection to the PSTN, with the PSTN DID range provided by the telephone
company (telco) operator. Sites A and B have DID ranges that allow public addressing of
each internal extension. Site C has a single DID number with an interactive voice response
(IVR) solution that prompts the callers for the number of the internal extension for forward-
ing inbound calls to the intended callee. The DID range of Site D covers some internal exten-
sions and must be combined with an IVR to provide inbound connectivity to others.

Access code 9 identifies a call that is destined to an external PSTN recipient. In this
example, internal users dial 9-600-555-6666 to reach the PSTN endpoint.

The following are a few challenges that you might face with numbering plan integration:

■ Varying number lengths: Within the IP network, consideration is given to varying
number lengths that exist outside the IP network. Local, long-distance, and interna-
tional dialing from within the IP network might require digit manipulation.

■ Necessity of prefixes or area codes: It can be necessary to strip or add area codes,
or prepend or replace prefixes. Rerouting calls from the IP network to the PSTN for
failure recovery can require extra digits.

Private and Public Numbering Plan Integration Functions

The three basic features, as illustrated in Figure 4-8, that are provided by the integrated
private and public numbering plans include the following.

Site B: 300-555-xxxxSite A: 200-555-xxxx

WAN

PSTN

Backup Path

1001-1999

1001-19991001-1999

No DID, Auto-Attendant Used

Site C: 400-555-1234

Primary Path

Each site reaches the
PSTN via its local gateway.

Figure 4-8 Private and Public Numbering Plan Integration Functions
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■ Reachability to external PSTN destinations: Internal users get access to external
destinations over a gateway, which acts like a junction between the private and public
addressing scheme.

■ Auto-attendant: An IVR system is required to provide connectivity to internal
extensions when a sufficient DID range is not available.

■ PSTN acts a backup path in case the IP WAN fails or becomes congested: In such
cases, the gateways redirect the intersite calls over the PSTN to provide uninter-
rupted service.

Private and Public Numbering Plan Integration Considerations

When integrating private and public numbering plans, give special consideration to
these aspects:

■ No ambiguity with the internal and intersite dialing: The prepended access code
should uniquely identify all calls that should break out to the PSTN.

■ Path selection transparent to the user: Users dial site codes to reach remote loca-
tions, and the intersite calls select the IP network as the primary path. If the IP WAN
is unavailable, the call should be redirected over the PSTN. The user does not need
to take any action for the secondary path to be chosen.

■ Auto-attendant for non-DID numbers: When the DID range does not cover all
internal extensions, an auto-attendant is needed to allow inbound calls.

■ Number adjustment: The voice gateway needs to adjust the calling and called num-
bers when a call is set up between the sites or via the PSTN. One manipulation re-
quirement arises when an intersite call is rerouted over the PSTN. The intersite prefix
and site code (for example, 8-12) must then be replaced with a public number identi-
fying the location (for example, 300-555). Another type of manipulation is needed to
map the internal ranges to DID scopes, for example, 1xxx through 0-555-3xxx.

Number Plan Implementation Overview

The implementation of the private numbering plan takes into account the number of
users per site and the number of sites. The length of the internal numbers and the site
codes must match the size of the environment and at the same time allow space for
future growth. Figure 4-9 illustrates that the internal extensions can consist of two,
three, or four digits, and the site codes can consist of one, two, or three digits. Note that
extension length should be consistent for each site to avoid interdigit timeout or reacha-
bility issues.
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Call routing to local endpoints is achieved automatically, because the registering end-
points have virtual dial peers that are associated with them. The dial peers ensure that
calls are routed to the registered phones based on their directory numbers.

Call routing to remote locations is enabled by VoIP dial peers that describe the primary
path over an IP WAN.

Private Number Plan Implementation Example

Figure 4-10 shows the enterprise has one large site (Site A) with 7000 users and several
smaller sites with less than 700 users each. The codes for all sites are two-digit numbers
(21 through 40). The internal extensions in the large site are four digits long (1001–7999),
while the extensions in the smaller sites are three digits long (101–799). To implement the
dial plan, VoIP dial peers are configured with destination patterns that match seven-digit
numbers in the large site and six-digit numbers in the remaining sites, starting with the
intersite prefix 8.

Site A: 
Code y(y)(y)

Site B: 
Code y(y)(y)

WANXXXX
XXX
XX

XXXX
XXX
XX

Figure 4-9 Private Number Plan Implementation

Site A: Code 21
10.1.1.1

Site B: Code 22
10.2.2.2

Site C: Code 23
10.3.3.3

101-799 Site D: Code 24

IP WAN

1001-7999

101-799

101-799

dial-peer voice 1 voip
 destination-pattern 821....
 session target ipv4:10.1.1.1
dial-peer voice 2 voip
 destination-pattern 822...
 session target ipv4:10.2.2.2
dial-peer voice 3 voip
 destination-pattern 823...
 session target ipv4:10.3.3.3

Figure 4-10 Private Number Plan Implementation Example
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Table 4-5 Call Routing Refresher

IP Routing Call Routing

Static or dynamic Only static.

IP routing table Dial plan.

IP route Dial peer.

Hop-by-hop routing, where each router 
makes an independent decision

Inbound and outbound call legs. The gateway
negotiates VoIP parameters with preceding and
next gateways before a call is forwarded.

Destination-based routing Called number, matched by destination-
pattern, is one of many selection criteria.

Most explicit match rule The most explicit match rule for destination-
pattern exists, but other criteria are also con-
sidered.

Equal paths Preference can be applied to equal dial peers.
If all criteria are the same, a random selection
is made.

Default route Possible. Often points at external gateway or
gatekeeper.

Public Number Plan Implementation

The enterprise does not design its public numbering plan. It is imposed by the telco oper-
ator. The enterprise might influence the size of the DID range, which is often related to a
financial decision.

Gateways provide a mapping between the DID and the internal number ranges. For exam-
ple, the PSTN DID range 200-555-3xxx can be easily converted to 1xxx and back when
calls traverse the gateway. Complex mapping formulas (for example, mapping of 200-555-
3xxx to 1xxx + 50) are too complex to implement and should be avoided.

Call Routing Overview

The most relevant properties of call routing can be compared to the characteristics of IP
packet routing, as shown in Table 4-5.

The entries that define where to forward calls are the dial peers. All dial peers together
build the dial plan, which is equivalent to the IP routing table. The dial peers are static
in nature.
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Hop-by-hop call routing builds on the principle of call legs. Before a call-routing decision
is made, the gateway must identify the inbound dial peer and process its parameters. This
process might involve VoIP parameter negotiation.

A call-routing decision is the selection of the outbound dial peer. This selection is com-
monly based on the called number, when the destination-pattern command is used. The
selection might be based on other information, and that other criteria might have higher
precedence than the called number. When the called number is matched to find the out-
bound dial peer, the longest match rule applies.

If more than one dial peer equally matches the dial string, all of the matching dial peers
are used to form a so-called rotary group. The router attempts to place the outbound call
leg using all of the dial peers in the rotary group until one is successful. The selection
order within the group can be influenced by configuring a preference value.

A default call route can be configured using special characters when matching the number.

Call Routing Example

The voice gateways in this example are faced with the task of selecting the best path for a
given destination number. Such a requirement arises when the preferred path goes
through an IP WAN. A backup PSTN path should be chosen when an IP WAN is either
unavailable or lacks the needed bandwidth resources.

Figure 4-11 illustrates a scenario with two locations that are connected to an IP WAN
and PSTN. When the call goes through the PSTN, its numbers (both calling and called)
have to be manipulated so that they are reachable within the PSTN. Otherwise, the PSTN
switches will not recognize the called number, and the call will fail.

1001

1002

Dial 8-22-1001

PSTN

IP WAN

Primary Path
Call progressed to 1001 in site 22.

Originating gateway strips 8-22.

Secondary Path (Used when WAN Unavailable)
Call progressed to 300-555-3001.

Digit manipulation required on originating and terminating gateways.

R1 (10.1.1.1)
Site Code 21

DID: 200-555-2xxx

R2 (10.2.2.2)
Site Code 22

DID: 300-555-3xxx

1001

Figure 4-11 Call Routing Example
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Dial Plan Components

A dial plan is the central part of any telephony solution and defines how calls are routed
and interconnected. A dial plan consists of various components, which can be used in
various combinations. This section describes the components of a dial plan and how they
are used on Cisco IOS gateways.

Defining Dial Plans

Although most people are not acquainted with dial plans by name, they use them daily. A
dial plan describes the process of determining how many and which digits are necessary
for call routing. If dialed digits match a defined pattern of numbers, the call can
processed and forwarded.

Designing dial plans requires knowledge of the network topology, dialing patterns, and
traffic routing requirements. There are no dynamic routing protocols for E.164 telephony
addresses. VoIP dial plans are statically configured on gateway and gatekeeper platforms.

A dial plan consists of these components:

■ Endpoint addressing (numbering plan): Assigning directory numbers to all end-
points and applications (such as voice-mail systems, auto attendants, and conferencing
systems) enables you to access internal and external destinations.

■ Call routing and path selection: Multiple paths can lead to the same destination. A
secondary path can be selected when a primary path is not available. For example, a
call can be transparently rerouted over the PSTN during an IP WAN failure.

■ Digit manipulation: Manipulation of numbers before routing a call might be
required (for example, when a call is rerouted over the PSTN). This can occur before
or after the routing decision.

■ Calling privileges: Different privileges can be assigned to various devices, granting or
denying access to certain destinations. For example, lobby phones might reach only
internal destinations, while executive phones could have unrestricted PSTN access.

■ Call coverage: You can create special groups of devices to manage incoming calls for
a certain service according to different rules (top-down, circular hunt, longest idle, or
broadcast). This also ensures that calls are not dropped without being answered.

While these dial plan components can be implemented using a Cisco Unified
Communications Manager server, the focus in this book is on implementing these dial
plan components on a Cisco IOS router acting as a call agent.
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Dial Plan Implementation

Cisco IOS gateways, including Cisco Unified Communications Manager Express and
Cisco Unified Survivable Remote Site Telephony (SRST), support all dial plan compo-
nents. Table 4-6 provides an overview of the methods that Cisco IOS gateways use to
implement dial plans.

Table 4-6 Dial Plan Implementation

Dial Plan Component Cisco IOS Gateway

Endpoint addressing POTS dial peers for FXS ports, ephone-dn, and voice regis-
ter directory number

Call routing and path selection Dial peers

Digit manipulation voice translation profile, prefix, digit-strip, forward-
digits, and num-exp

Calling privileges Class of Restriction (COR) names and lists

Call coverage Call hunt, hunt groups, call pickup, call waiting, call for-
warding, overlaid directory numbers

Dial Plan Requirements

Figure 4-12 shows a typical dial plan scenario. Calls can be routed via either an IP WAN
link or a PSTN link, and routing should work for inbound and outbound PSTN calls, intr-
asite calls, and intersite calls.

PSTN

IP WAN

Dialing from Site Example:
1002 (Local User)

8-22-1001 (User in Other Site)
9-400-555-4444 (PSTN Phone)

Digit manipulation
adjusts calling and

called numbers
for WAN/PSTN

Digit manipulation
adjusts calling and

called numbers
for WAN/PSTN

1001 1002

Router 1 Router 2

400-555-4444

Dialing from PSTN Example:
1-200-555-2001 (User in Site A)
1-300-555-3001 (User in Site B)

Site B:
Site Code: 22

DID: 300-555-3XXX

Site A:
Site Code: 21

DID: 200-555-2XXX

1001 1002

Figure 4-12 Dial Plan Requirements
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The dial plan defines the rules that govern how a user reaches any destination. Definitions
include the following:

■ Extension dialing: Determines how many digits must be dialed to reach an extension

■ Extension addressing: Determines how many digits are used to identify extensions

■ Dialing privileges: Allows or disallows certain types of calls

■ Path selection: Selects one path from several parallel paths

■ Automated selection of alternate paths in case of network congestion: For exam-
ple, using a local carrier for international calls if the preferred international carrier is
unavailable

■ Blocking of certain numbers: Prevents unwarranted high-cost calls

■ Transformation of the called-party number: Allows appropriate digits (that is,
DNIS digits) to be presented to the PSTN or a call agent

■ Transformation of the calling-party number: Allows appropriate caller-ID informa-
tion (that is, ANI information) to be presented to a called party

A dial plan suitable for an IP telephony system is not fundamentally different from a dial
plan that is designed for a traditional telephony system. However, an IP-based system
presents additional possibilities. In an IP environment, telephony users in separate sites
can be included in one unified IP-based system. These additional possibilities presented
by IP-based systems require you to think about dial plans in new ways.

Endpoint Addressing Considerations

Reachability of internal destinations is provided by assigning directory numbers to all
endpoints (such as IP phones, fax machines, and analog phones) and applications (such as
voice-mail systems, auto-attendants, and conferencing systems). An example of number
assignment is provided in Figure 4-13.

The number of dialable extensions determines the quantity of digits needed to dial
extensions. For example, a four-digit abbreviated dial plan cannot accommodate more
than 10,000 extensions (from 0000 through 9999). If 0 and 9 are reserved as operator
code and external access code, respectively, the number range is further reduced to 8000
(1000 through 8999). If direct inward dialing (DID) is enabled for PSTN calls, the DID
numbers are mapped to internal directory numbers.

The most common issue with endpoint addressing is related to the mapping of internal
extensions to available DID ranges assigned by the PSTN. When the DID range does not
cover the entire internal address scope, an auto-attendant can be used to route calls
between the PSTN and the internal network.
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One of the biggest challenges when creating an endpoint addressing scheme for a multi-
site installation is to design a flexible and scalable dial plan that has no impact on the end
user. The existing overlapping directory numbers present a typical issue that must be
addressed.

Endpoint addressing is primarily managed by a call agent, such as Cisco Unified
Communications Manager or Cisco Unified Communications Manager Express.

Call Routing and Path Selection

Call routing and path selection are the dial plan components that define where and how
calls should be routed or interconnected. Call routing usually depends on the called num-
ber (that is, destination-based call routing is usually performed). This is similar to IP rout-
ing, which also relies on destination-based routing. Multiple paths to the same destina-
tion might exist, especially in multisite environments (for example, a path using an IP
connection or a path using a PSTN connection). Path selection helps you decide which of
the available paths should be used.

A voice gateway might be involved with call routing and path selection, depending on the
protocol and design that is used. For example, an H.323 gateway will at least route the
call between the call leg that points to the call handler and the call leg that points to the
PSTN. When a Cisco IOS gateway performs call routing and path selection, the key com-
ponents that are used are dial peers.

In Figure 4-14, if a user dials an extension number in another location (8-22-2001), the
call should be sent over the IP WAN. If the WAN path is unavailable (due to network fail-
ure, insufficient bandwidth, or no response), the call should use the local PSTN gateway
as a backup and send the call through the PSTN.

For PSTN-routed calls, digit manipulation should be configured on the gateway to trans-
form the internal numbers to E.164 numbers that can be used in the PSTN.

Phone Numbers
Assigned to Endpoints

Cisco Unified
Communications
Manager Express

Cisco Unity
Express

1001 1002 1003 1099 8001

Figure 4-13 Endpoint Addressing
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PSTN Dial Plan Requirements

A PSTN dial plan has three key requirements:

■ Inbound call routing: Incoming calls from the PSTN must be routed correctly to
their final destination, which might be a directly attached phone or endpoints that are
managed by Cisco Unified Communications Manager or Cisco Unified
Communications Manager Express. This inbound call routing also includes digit ma-
nipulation to ensure that an incoming called number matches the pattern expected by
the final destination.

■ Outbound call routing: Outgoing calls to the PSTN must be routed to the voice
interfaces of the gateway (for example, a T1/E1 or a Foreign Exchange Office [FXO]
connection). As with inbound calls, outbound calls might also require digit manipu-
lation to modify a called number according to PSTN requirements. This outbound
call routing usually includes stripping of any PSTN access code that might be includ-
ed in the original called number.

■ Correct PSTN calling-party number presentation: An often-neglected aspect is the
correct calling number presentation for both inbound and outbound PSTN calls. The
calling number for inbound PSTN calls is often left untouched, which might have a
negative impact on the end-user experience. The calling number that is presented to
the end user should include the PSTN access code and any other identifiers that are
required by the PSTN to successfully place a call using that calling number (for exam-
ple, using the missed calls directory).

Inbound PSTN Calls

Figure 4-15 shows how gateways manage inbound PSTN calls.

PSTN

IP WAN

1001

User Dials 8-22-2001 300-555-2001

Figure 4-14 Path Selection Example
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The site consists of a Cisco Unified Communications Manager Express system with end-
points registered to it, connected to the PSTN over a digital trunk. The DID range of the
PSTN trunk is 2005552XXX, and phones use the extension range 1XXX. The processing
of an inbound PSTN call occurs in these steps:

1. A PSTN user places a call to 1-200-555-2001 (that is, an endpoint with internal
extension 1001).

2. The call setup message is received by the gateway with a called number of 
200-555-2001.

3. The gateway modifies the called number to 1001 and routes the call to the voice
port that was created when a Cisco Unified IP Phone registered with Cisco Unified
Communications Manager Express.

4. The phone rings.

Figure 4-16 provides a description of the required number manipulation when a gateway
receives an inbound PSTN call.

Both the called and calling numbers must be transformed:

■ The called number can be converted from the public E.164 format to the internal
number used for internal dialing. This transformation ensures that the call matches
the outbound dial peer that is automatically created at endpoint registration.
Directory numbers are commonly configured with their internal extensions.

■ The calling number must be presented to the callee in a way that allows callback.
Because access codes are commonly used to reach external destinations, a calling
number forwarded to the destination should include an access code. Optionally, some

PSTN

1001 1002

Unified CM Express
DID 200-555-2XXX

* Unified CM Express = Cisco Unified Communications Manager Express

3005556001

Gateway modifies called
number to 1001 and
routes to IP Phone

Call Setup from PSTN:
Called Number
200-555-2001

User Dials 1-200-555-2001

12

3

4

Figure 4-15 Inbound PSTN Calls
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region-specific prefixes might have to be added, such as the long-distance prefix in
the NANP region, 1.

Outbound PSTN Calls

Figure 4-17 shows the call flow for an outbound call.

PSTN

1001 DID 200-555-2XXX 300-555-3002

Called Party Number

Calling Party Number 300-555-3002

200-555-2001

Incoming

1001

Outgoing

9-1-300-555-3002

Figure 4-16 Numbers in Inbound PSTN Calls

Gateway Modifies Calling and Called Party Numbers:
Calling: 1001      2005552001
Called: 913005556001      13005556001

PSTN

1001 1002

Unified CM Express
DID: 200-555-2XXX

300-555-6001

Q.931 Call Setup:
Called Number 1-300-555-6001
Calling Number 200-555-2001

3

2

User dials
9-1-300-555-6001.

1

4

Figure 4-17 Outbound PSTN Calls

The site consists of a Cisco Unified Communications Manager Express system with end-
points registered to it, connected to the PSTN over a digital trunk. The access code is 9.
The processing of an outbound PSTN call occurs in these steps:

1. A user places a call to 9-1-300-555-6001 from the phone with extension 1001.

2. The gateway accepts the call and modifies the called number to 1-300-555-6001,
stripping off the PSTN access code 9. The gateway also modifies the calling number
to 200-555-2001 by prefixing the area code and local code and mapping the
four-digit extension to the DID range.
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3. The gateway sends out a call setup message with the called number set to 1-300-
555-6001 and the calling number set to 200-555-2001.

4. The PSTN subscriber telephone at 300-555-6001 rings.

Figure 4-18 summarizes the requirements for number manipulation when a gateway
processes an outbound PSTN call.

PSTN

1001 DID 200-555-2XXX 300-555-3002

Called Party Number

Calling Party Number 1001

9-1-300-555-3002

Incoming

1-300-555-3002

Outgoing

200-555-2001

Figure 4-18 Numbers in Outbound PSTN Calls

Both the called and calling numbers must be transformed as follows:

■ The called number processing involves the stripping of the access code. Optionally,
some region-specific prefixes might have to be added, such as the long-distance pre-
fix in the NANP region, 1.

■ The calling number must be converted from the internal extension to the public E.164
format. If the outgoing calling number is not configured on the gateway, the telco op-
erator sets the value to the subscriber number, but this setting might be inaccurate if
a DID range is available. For example, the calling number for a call originating from
1002 would be set to 222-555-2000. Setting the calling number is considered a good
practice and ensures proper callback functionality.

ISDN Dial Plan Requirements

The type of number (TON) or nature of address indicator (NAI) parameter indicates the
scope of the address value, such as whether it is an international number (including the
country code) a “national,” or domestic number (without country code), and other for-
mats such as “local” format (without an area code). It is relevant for E.164 (regular tele-
phone) numbers.

The TON is carried in ISDN-based environments. Voice gateways must consider the TON
when transforming the called and calling numbers for ISDN calls.
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ISDN networks impose new number manipulation needs, in addition to the typical
requirements for PSTN calls:

■ Correct PSTN inbound ANI presentation, depending on TON: Some ISDN net-
works present the inbound ANI as the shortest dialable number combined with the
TON. This treatment of the ANI can be a potential problem, because simply prefix-
ing the PSTN access code might not result in an ANI that can be called back. A po-
tential problem can be solved by proper digit manipulation on gateways.

■ Correct PSTN outbound ANI presentation, depending on TON: Some ISDN net-
works and PBXs might expect a certain numbering plan and TON for both DNIS and
ANI. Using incorrect flags might result in incomplete calls or an incorrect DNIS and
ANI presentation. Digit manipulation can be used to solve these issues.

Note The calling-party number in ISDN is called Automatic Number Identification

(ANI). The called-party number in ISDN is referred to as Dialed Number Identification

Service (DNIS).

In Figure 4-19, three different calls are received at the voice gateway. The first call is
received from the local area with a subscriber TON and a seven-digit number. This num-
ber only needs to be prefixed with access code 9. The second call, received with a nation-
al TON and ten digits, is modified by adding access code 9 and the long-distance number
1, all of which are required for placing calls back to the source of the call. The third call is
received from oversees with an international TON. For this call, the access code 9 and
011 must be added to the received number, as a prefix to the country code.

Digit Manipulation

Digit manipulation is closely related to call routing and path selection. Digit manipulation
is performed for inbound calls to achieve these goals:

■ Adjust the called-party number to match internally used patterns

■ Present the calling-party number as a dialable number

Digit manipulation is implemented for outbound calls to ensure the following:

■ Called number satisfies the internal or PSTN requirements

■ Calling number is dialable and provides callback if sufficient PSTN DID is available

Digit manipulation is covered in Chapter 5, “Implementing Dial Plans.”
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Calling Privileges

Calling privileges are equivalent to firewalls in networking. They define call permissions
by specifying which users can dial given destinations. The two most common areas of
deploying calling privileges are as follows:

■ Policy-defined rules to reach special endpoints. For example, manager extensions
cannot be reached from a lobby phone.

■ Billing-related rules that are deployed to control telephony charges. Common exam-
ples include the blocking of costly service numbers and restricting international calls.

Calling privileges are referred to as a “Class of Service,” but should not be confused with
the Layer 2 class of service (CoS) that describes quality of service (QoS) treatment of
traffic on Layer 2 switches.

Figure 4-20 illustrates the typical deployment of calling privileges. The internal end-
points are classified into three roles: executive, employee, and lobby. Each role has a set
of dialable PSTN destinations that is associated with it. The executives can dial any
PSTN number, the employees are allowed to dial any external numbers except interna-
tional destinations, and the lobby phones permit the dialing of local numbers only.

The deployment of calling privileges is covered in Chapter 5.

PSTN

1001-1999

DID 200-555-2XXX
Site 3:

+49 30 1234567

Site 1:
200-555-1111

Site 2:
400-555-2222

Subscriber

National 400-555-2222

555-1111

ANITON

2

1

Site

9-555-1111

Required ANI Transformation

9-1-400-555-2222

International 49-30-12345673 9-011-49-30-1234567

Incoming calls
with different
TONs.

Figure 4-19 Inbound ISDN Calls
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Call Coverage

Call coverage features are used to ensure that all incoming calls to Cisco Unified
Communications Manager Express are answered by someone, regardless of whether the
called number is busy or does not answer.

Call coverage can be deployed for two different scopes:

■ Individual users: Features such as call waiting and call forwarding increase the
chance of a call being answered by giving it another chance for a connection if the di-
aled user cannot manage the call.

■ User groups: Features such as call pickup, call hunt, hunt groups, and overlaid direc-
tory numbers provide different ways to distribute the incoming calls to multiple num-
bers and have them answered by available endpoints.

Call Coverage Features

Cisco voice gateways provide various call coverage features:

■ Call forwarding: Calls are automatically diverted to a designated number on busy, no
answer, all calls, or only during night-service hours.

PSTN

Executive Employee Lobby

DID 200-555-2XXX
Site 3:

+49-30-1234567

Site 1:
200-555-1111

Site 2:
400-555-2222

Employee

Executive

User

Site 1 (Local), Site 2 (Long Distance), Site 3 (International)

Call Permission

Site 1 (Local), Site 2 (Long Distance)

Lobby Site 1 (Local)

Figure 4-20 Calling Privileges Example
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■ Call hunt: The system automatically searches for an available directory number from a
matching group of directory numbers until the call is answered or the hunt is stopped.

■ Call pickup: Calls to unstaffed phones can be answered by other phone users using a
softkey or by dialing a short code.

■ Call waiting: Calls to busy numbers are presented to phone users, giving them the
option to answer or let them be forwarded.

■ Basic automatic call distribution (B-ACD): Calls to a pilot number are automatically
answered by an interactive application that presents callers with a menu of choices
before sending them to a queue for a hunt group.

■ Hunt groups: Calls are forwarded through a pool of agents until answered or sent to
a final number.

■ Overlaid ephone-dn: Calls to several numbers can be answered by a single agent or
multiple agents.

Summary

The main topics covered in this chapter are the following:

■ Public and private numbering plans were contrasted, along with the characteristics
and requirements of each.

■ You were introduced to the components of dial plans and their functions. These com-
ponents include endpoint addressing, call routing and path selection, digit manipula-
tion, calling privileges, and call coverage.

Chapter Review Questions

The answers to these review questions are in the appendix.

1. Which dial plan component is responsible for choosing the appropriate path for a call?

a. Endpoint addressing

b. Call routing and path selection

c. Call coverage and path selection

d. Calling privileges

2. What is the dial plan component called endpoint addressing responsible for assign-
ing to the endpoints?

a. IP addresses

b. E.164 addresses

c. Gateways

d. Directory numbers
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3. Which option implements call routing and path selection on Cisco IOS gateways?

a. Call-routing tables

b. Dialer maps

c. Dial peers

d. Route patterns

4. What is one way to implement call coverage?

a. COR

b. Pilot numbers

c. Digit manipulation

d. Endpoint addressing

5. Which of the following are characteristics of a scalable dial plan? (Choose three.)

a. Backup paths

b. Full digit manipulation

c. Hierarchical numbering plan

d. Dial plan logic distribution

e. Granularity

f. High availability

6. Which of the following options are key requirements for a PSTN dial plan?
(Choose three.)

a. Internal call routing

b. Inbound call routing

c. Outbound call routing

d. Correct PSTN ANI presentation

e. Internet call routing
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7. What might some ISDN networks and PBXs expect along with a certain numbering
plan for both DNIS and ANI?

a. ToS

b. TON

c. QoS

d. CoS

8. Which command should be used to display information for all voice dial peers?

a. show dial-peer voice summary

b. show dial-peer voice all

c. show dial-peer summary

d. show dial-peer all

9. Which function best describes a numbering plan?

a. Determines routes between source and destination

b. Defines a telephone number of a voice endpoint or application

c. Performs digit manipulation when sending calls to the PSTN

d. Performs least-cost routing for VoIP calls

10. Which worldwide prefix scheme was developed by the ITU to standardize number-
ing plans?

a. E.164

b. G.114

c. G.164

d. E.114
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MCU (multipoint control unit), 168

H.323, 189-190

measuring

echo cancellation, 126

voice quality, 130-135

test methods, comparing, 132

media flows on Cisco UBE, 549-551

media transmission, VoIP, 176-182

memory requirements, Cisco Unified
Communications Manager Express,
306

MGCP, 9, 239-257

architecture, 240-243

call agents, 243

call flows, 246-248

control commands, 244-245

debugging, 257

DTMF support, 283

gateways, configuring, 248-254

packages, 245-246

residential gateways, configuring,
249-250

T.38 fax relay, 280

verifying configuration, 254-257



690 MMoIP (Multimedia Mail over IP), dial peers

MMoIP (Multimedia Mail over IP),
dial peers, 37

modem pass-through, 268-269

modem relay, 270-271

gateway-controlled modem relay, 272

modems (VoIP), configuring, 289-292

modern gateway hardware platforms,
27-28

MOS (mean opinion score), measuring
voice quality, 131

MQC (Modular QoS CLI), 608-610

QoS, implementing, 582

MTP (media termination point), 
136-137

mu-law, 171

multiple-number directory numbers,
358

multisite deployment model, Cisco
Unified Communications Manager
Express, 300

multisite WAN with centralized 
call-processing deployment model

design characteristics, 18-19

design guidelines, 19-20

multisite WAN with distributed 
call-processing deployment model, 
20-24

benefits of, 22-23

best practices, 23

design characteristics, 21-22

design guidelines, 23

N

NANP (North American Numbering
Plan), 390-392

network-layer QoS, mapping to CoS,
620-624

nonexclusive shared-line directory
numbers, 355-356

non-overlapping numbering plans,
396-397

NTP (Network Time Protocol), 
337-338

number expansion, 431-434

numbering plans, 389-405

E.164, 395

ETNS, 393

fixed numbering plans, 394

implementing, 402-404

NANP, 390-392

non-overlapping, 396-397

overlapping, 399-400

public and private, integrating, 
400-402

scalable, 396-400

variable-length, 394

O

objectives of QoS, 263-264

octo-line directory numbers, 354

one-stage dialing, 54-57

operational modes for voice gateways,
32-35

outbound dial peers, matching, 
48-49, 459

overlaid directory numbers, 358

overlapping numbering plans, 
399-400

P

packages, MGCP, 245-246

packet loss, 258, 261-262, 575-576

packetization, VoIP, 173-176
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packets

size of, effect on bandwidth, 130

SRTP, 180-181

path selection

site-code dialing, 464-467

configuring, 468-474

TEHO, 467-468

configuring, 475-477

toll-bypass, 464-467

configuring, 468-474

payload redundancy, 272

PBX (private branch exchange), 2

PCM (pulse-code modulation), 169

PEAQ (Perceptual Evaluation of Audio
Quality), 132

PESQ (Perceptual Evaluation of
Speech Quality), 131-132

PHBs, 590-592

phone features, Cisco Unified
Communications Manager Express,
301-302

phone-type templates, SCCP, 362-364

PoE (Power over Ethernet), Cisco
Unified Communications Manager
Express endpoints, 322-325

policies (QoS), implementing, 577-579

policing, 596-597

class-based policing, 645-651

positioning, Cisco Unified
Communications Manager Express,
298-299

POTS (plain old telephone service)

dial peers, 37

configuring, 41-57

PRI trunks (ISDN), configuring, 
115-117

profiles

voice translation, 442-445

call blocking, 445-447

versus dialplan-pattern 
command, 447-450

protocol interworking on Cisco UBE,
547-549

PSTN

dial plan requirements, 410-413

fax transmission, 265

PVDMs (packet voice DSP modules),
138-139

conferencing, 141

Q

QoS, 262-265, 567-576

bandwidth, network capacity, 
570-572

best effort model, 584

Cisco AutoQoS, 661-673

Cisco QoS Baseline model, 601-604

classification, configuring, 610-615

converged networks, 568-570

DiffServ model, 585-586

characteristics of, 587-604

classification, 593-594

compression, 598

congestion avoidance, 596

congestion management, 
595-596

LFI, 598-599

marking, 594-595

PHBs, 590-592

policing, 596-597, 645-651

shaping, 597-598, 640-655

end-to-end delay, 572-574
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implementing

with CLI, 581-582

with MQC, 582-584

IntServ model, 584-585

jitter, 572-574

link-efficiency mechanisms, 625-636

class-based RTP header 
compression, 633-636

FRF.12, 631-633

LFI, 627-631

serialization, 626-628

LLQ, 655-661

marking, configuring, 615-617

MQC, 608-610

network-layer, mapping to CoS, 
620-624

objectives of, 263-264

packet loss, 575-576

policies for Unified Communications
networks, 577-579

queuing, 638-639

requirements, 580-581

trust boundaries, 617-620

voice quality, improving, 264-265

quantization, 170-171

queuing, 638-639

LLQ, 655-661

R

RAS messages, 501-504

admission request, 507

gatekeeper discovery, 504-505

information request, 509-510

location request, 510

registration request, 506

rebooting commands for Cisco Unified
Communications Manager Express
endpoints, 376-377

reducing delay, 574

regional requirements, H.323, 190-192

registering gateways on gatekeepers,
529-531

registration request messages, 506

regular expressions

for dial peer matching, 44

voice translation rules, 439-441

relay switchover, 271-272

requirements

for dial plans, 407-408

PSTN, 410-413

for ISDN dial plans, 413-415

for QoS, 580-581

residential gateways, configuring
MGCP, 249-250

responsibilities of gatekeepers, 
498-499

RSVP-based CAC, 552-553

RTCP (Real-Time Transport Control
Protocol), 177-178

RTP (Real-Time Transport Protocol),
177

rules (voice translation), verifying,
449-450

S

sampling, 169

scalable numbering plans, 396-400

SCCP (Skinny Client Control
Protocol), 10

Cisco Unified Communications
Manager Express, configuring,
340-346

directory numbers, creating, 359-362
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IP phones, digit collection, 424-425

phones, creating, 365-371

phone-type templates, creating, 
362-364

SDP (Session Description Protocol),
216

sequential LRQ, 511-512

serialization, 626-628

servers, SIP, 209-210

shaping, 597-598, 640-655

class-based shaping, configuring, 
652-655

show call active voice command, 
120-121

show call history voice command,
122-123

show controller T1 command, 119

show voice call summary command,
120

show voice dsp command, 119, 146

show voice port summary command,
118

side tone, 258

signaling

analog signaling

analog address signaling, 64-65

E&M signaling, 66-70

FXS and FXO supervisory sig-
naling, 61

ground-start signaling, 63-64

informational signaling, 65-66

loop-start signaling, 61-63

H.323 gatekeepers, 500-514

gatekeeper discovery, 504-505

RAS messages, 501-504

traditional telephony networks, 3

signaling interfaces, configuring analog
voice ports, 58-60

single-line directory numbers, 353

single-site deployment model, Cisco
Unified Communications Manager
Express, 299

single-site IP telephony deployment
model, 14-16

benefits of, 6-7

design characteristics, 14-15

design guidelines, 15-16

SIP (Session Initiation Protocol), 10,
207-238

addressing, 214-216

architecture, 207-210

call flows, 211-214

Cisco Unified Communications
Manager Express, configuring,
346-350

codecs, 216-221

configuring, 221-228

debugging, 236-238

Delayed Offer, 218

dial peers, configuring, 222

DTMF support, 283

Early Offer, 219-221

gateways

customizing, 228-232

verifying, 233-238

IP phones

creating, 372-374

digit collection, 425

directory numbers, creating, 
371-372

ISDN support, configuring, 223-226

SRTP support, configuring, 226-228

T.38 fax relay, 278-280

UAs, 208

site-code dialing, 464-467

configuring, 468-474

SRST, configuring COR, 490-491
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SRTP (Secure RTP), 179-180

packet format, 180-181

SIP support, configuring, 226-228

stages of voice processing in VoIP,
166-167

store-and-forward fax, 273

system features, Cisco Unified
Communications Manager Express,
302-303

T

T1 CAS trunks, 92-94

configuring, 100-110

technology prefixes, 518-519

gatekeepers, configuring, 527-528

TEHO (Tail-End Hop-Off), 467-468

configuring, 475-477

terminals, H.323, 187

test commands, 89

tie trunks, 2

timers, voice port configuration, 
85-86

toll-bypass, 464-467

configuring, 468-474

traditional telephony networks, 2-3

traffic congestion, 637-639

transcoding, 136

DSP farm services, enabling, 148-149

DSP profiles, configuring, 149-150

SCCP, configuring, 150-151

trunks, 76-85

analog trunks, 77-80

CAMA trunks, 80-83

Cisco Unified Communications
Manager Express features, 303

DID trunks, 83-85

digital trunks

E1 R2 CAS, 94-96

ISDN, 96-100

T1 CAS, 92-94

E1 R2 CAS trunks, configuring, 
110-112

ISDN, configuring, 112-117

T1 CAS trunks, configuring, 100-110

traditional telephony networks, 2

trust boundaries, 617-620

two-stage dialing, 51-54

U

UAs (user agents), 208

upper-layer overhead, effect on 
bandwidth, 134

V

VAD (Voice Activity Detection), 
182-184

bandwidth, conserving, 183

voice port settings, 184

variable-length numbering plans, 394

verifying

Cisco UBE, 560-563

Cisco Unified Communications
Manager Express endpoints, 
377-385

codec complexity, 146

COR, 491

digital voice ports, 117-123

DSP farm profile configuration, 
160-161

gatekeepers, 533-535

H.323 gateways, 206-207

MGCP configuration, 254-257
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SIP gateways, 233-238

voice ports, 86-89

voice translation rules, 449-450

video codecs, 8

VLAN infrastructure, Cisco Catalyst
switches, configuring Cisco Unified
Communications Manager Express,
325-331

voice gateways, 30-32

call legs, 33-34

Cisco UBE, 541-556

call flows, 554-556

codec filtering, 550-551

configuring, 557-563

in enterprise environments, 
543-546

media flows, 549-551

protocol interworking, 547-549

RSVP-based CAC, 552-553

conferencing, configuring, 147-161

transcoding, configuring, 147-161

voice ports

analog voice ports

E&M, configuring, 74-76

FXO, configuring, 72-74

digital voice ports

trunks, 90-117

verifying, 117-123

timers, configuring, 85-86

verifying, 86-89

voice processing stages in VoIP, 
166-167

voice quality

of codecs, measuring, 130-135

improving with QoS, 264-265

test methods, comparing, 132

voice sample size, effect on band-
width, 130

voice translation, 437-450

profiles, 442-445

call blocking, 445-447

versus dialplan-pattern com-
mand, 447-450

rules

search-and-replace, 440-442

verifying, 449-450

translation rules, regular expressions,
439-441

voice-mail features, Cisco Unified
Communications Manager Express,
303

voice-signaling protocols

H.323, 184-207

architecture, 184-185

call flows, 192-198

codecs, 199-202

gatekeepers, 188-189

gateways, 187-188

MCUs, 189-190

regional requirements example,
190-192

terminals, 187

MGCP, 239-257

architecture, 240-243

call agents, 243

call flows, 246-248

control commands, 244-245

debugging, 257

fax relay, configuring, 251-254

gateways, configuring, 248-254

packages, 245-246

residential gateways, 
configuring, 249-250

verifying configuration, 254-257
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SIP, 207-238

addressing, 214-216

architecture, 207-210

call flows, 211-214

codecs, 216-221

debugging, 236-238

Delayed Offer, 218

Early Offer, 219-221

gateways, customizing, 228-232

gateways, verifying, 233-238

ISDN support, configuring, 
223-226

SRTP support, configuring, 
226-228

UAs, 208

voice-switching gateways, 34

VoIP, 166-184. See also VoIP signaling
protocols

audio quality

delay, 259-261

jitter, 258-259

packet loss, 261-262

codecs, configuring, 291-293

components, 167-168

dial peers, configuring, 284-294

DTMF, 281-283

fax services, configuring, 286-289

media transmission, 176-182

modem support, configuring, 289-292

packetization, 173-176

QoS, 262-265

VAD, 182-184

voice conversion process, 168-173

coding, 172-173

quantization, 170-171

sampling process, 169

voice processing stages, 166-167

VoIP signaling protocols

comparing, 10-12

H.323, 8-9

MGCP, 9

SCCP, 10

SIP, 10

VPNs, effect on bandwidth, 134-135

W-X-Y-Z

WANs, clustering over, 24-26

zone prefixes, 517-518

gatekeepers, configuring, 526-527

zones

bandwidth, 535-541

gatekeepers, configuring, 524-525
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